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Abstract- Security thread is the leading problem in the field of 

distributed network. The intrusion or intruder who involve in 

hacking the secure data that are sent from source to the 

destiny is prevented by various security awareness system. But 

still it is the toughest task to bring more security in the 

network. Lot of algorithms are been proposed for high 

security with enhanced potential cyber security systems. In the 

existing system there are many machine learning techniques 

are been deployed for attaining full security but there are 

many draw backs in the existing system. To overcome these 

existing system anomalies this proposed system combine both 

the machine learning and deep learning techniques where the 

high potential security. The deep learning technique will 

synchronize the security information while machine learning 

will read the user information for sending the secure data. 

Cyber crime, also called computer crime, the use of a 

computer as an instrument to further illegal ends, such as 

committing cheating, deal in child erotica and intellectual as 

set, appropriate identities, or violating privacy. Cybercrime, 

principally through the Internet, has grown in importance as 

the computer has become central to commerce, amusement, 

and government. New technologies create new culprit 

occasion but few new types of crime. 

 

I. INTRODUCTION 

 

 Recent and anticipated changes in     technology 

arising from the convergence of communications and 

computing are truly breathtaking, and have already had a 

significant impact on many aspects of life. Banking, keep in 

stock exchanges, air traffic control, telephones, electric power, 

health care, well-being and education are largely   dependent 

of information technology and telecommunications for their 

operation. We are moving towards the point where it is 

possible to assert that everything depends on software. This 

exponential growth, and the increase in its capacity and 

accessibility coupled with the decrease in cost, has brought 

about rebellious changes in every aspect of human 

advancement, including crime. The grow capacities of 

information systems today come at the cost of increased 

vulnerability. Information technology has begun to produce 

criminal occasion of a variation that the brightest criminals of 

yore couldn’t even begin to dream about. The new stock of 

crime, which is either effect using computers, or is otherwise 

related to them, is widely termed as Cyber Crime. Computer 

crime, cyber crime, e-crime, hi- tech crime or electronic crime 

generally refers to criminal activity where a computer or 

network is the source, tool, target, or place of a crime. These 

categories are not exclusive and many activities can be  

characterized as falling in one or more head. Additionally, 

although the terms computer crime or cybercrime are more 

properly restricted to set out criminal activity in which the 

computer or network is a necessary part of the crime, these 

terms are also sometimes used to include traditional crimes, 

such as fraud, theft, blackmail, forgery, and embezzlement , in 

which computers or networks are used to facilitate theillicit 

activity. 

 

II. SYSTEM ANALYSIS 

 

In this system user can use his mail id and phone 

number to signup. So fake user is possible. It may be possible 

for the user to have an id proof to avoid escape. In this system 

only online crime. Rate estimation is not available in this 

system. So, website can be misused. So if this system has any 

restriction, it will be use full for customers. Cybercrime, 

especially through the Internet, has grown in importance as the 

computer has become central to commerce, entertainment, and 

government. New technologies create new criminal 

opportunities but few new types of crime. It distinguishes 

cybercrime from traditional criminal venture. Visibly, 

difference is the use of the digital computer, but technology 

alone is poor for any distinction that sinew exist between 

different realms of criminal venture. Offender do not need a 

computer to commit fraud, traffic in child pornography and 

intellectual property, steal an identity, or violate someone’s 

peace. All those activities existed before the “cyber” prefix 

became ubiquitous. Cybercrime, especially involving the 

Internet, represents an extension of existing criminal behavior 

along side some novel illegal activities. 

 

III. PROPOSEDSYSTEM 

 

In this, system to create an account user must have 

register. Using cyber crime request and response admin. 

Admin can return the response within that 1hours, if he is not 

satisfied with the response. Cyber safety is also body of 

technologies, processes and use designed to protect and secure 

networks, computer systems, many programs and data from 

virtual-attack, harm all these item or unauthorized way in all 
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these item or unauthorized way in these. In a computing 

context, security includes both cyber security and physical 

security. Privacy and security of the data will always be top 

security measures that any organization takes care. We are 

presently living in a world where all the information is 

maintained in a digital or a cyber form. 

 

IV. IMPLIMENTATION 

 

Implementation is one of the important tasks in 

project. Implementation is the phase in which one has to be 

cautions, because all the efforts undertaken during the project 

will be fruitful only if the software is properly implemented 

according to the plans made. 

 

The implementation phase is less creative than 

system design. It is primarily concerned with user training, site 

preparation and file conversion. When the manager's system is 

linked on remote sites, the telecommunication network and 

tests of the network along with the system are also included 

under implementation depending upon the nature of the 

system, extensive user training may be required. Programming 

itself is a design work. The initial parameters of the 

management information system should be modified as a 

result of programming provides a reality test for the 

assumption made by the analysis.  

 

System testing check the readiness and accuracy of 

the system access updates and retrieve data from new files. 

Once the program becomes available, the test data are read 

into the computer and processed. 

 

V. PROJECT DESCRIPTION 

 

This module allows the authorized users to view. The 

users who are registered are the authorized users. Others are 

unauthorized users. If the authorized users enter into this 

software, the “Valid User” alert will be displayed and they can 

view files. If the unauthorized user enters into this module, the 

“Invalid User” alert will be raised. Authentication is a process 

in which the credentials provided are compared to those on 

file in a database of authorized users’ information on a local 

operating system or within an authentication server. If the 

credentials match, the process is completed and the user is 

granted authorization for access. The permissions and folders 

returned define both the environment the user sees and the 

way he can interact with it, including hours of access and 

other rights such as the amount of allocated storage space. 

 

Financial Claims 

 

This would include escape, solvency card frauds, 

money laundering etc. Financial claims and obligations arise 

out of contractual relationships between pairs of institutional 

units. A financial claim: (a) entitles a creditor to receive a 

payment, or payments, from a debtor in circumstances 

specified in a contract between them 

 

Cyber Pornography 

 

This would include obscence websites; pornographic 

booklet produced using computer and the Internet (to down 

load and transmit obscence pictures, photos, writings etc.) 

Cyber pornography is the act of using cyberspace to create, 

exhibit, distribute, import, or issue pornography or obscene 

materials, especially materials depicting children engaged in 

sexual acts with adults. Cyber pornography is a criminal 

offense, classified as causing harm to persons. 

 

Sale of illegal articles 

 

This would include selling of narcotics, armaments 

and wildlife etc. , by affix information on websites, report 

boards or simply by using email communications. This 

category of cybercrimes includes sale of narcotics, weapons 

and wildlife etc., by posting information on websites, auction 

websites, and bulletin boards or simply by using email 

communication. 

 

Online gambling 

 

There are millions of websites, all give on servers 

overseas, that offer online gambling. Infact, it is believed that 

many of these websites are actually fronts for money 

laundering. 

 

Intellectual Property Crimes 

 

These include software piracy, copyright 

infringement, trademarks violations etc. Intellectual property 

crime is committed when someone manufactures, sells or 

distributes counterfeit or pirated goods, such as such as 

patents, trademarks, industrial designs or literary and artistic 

works, for commercial gain. 

 

E-Mail spoofing 

 

A spoofed email is one that materialize to originate 

from one source but actually has been sent from another 

source. This can also be termed as E-Mail forging. Email 

spoofing is when the sender of the email forges (spoofs) the 

email header's from address, so the sent message appears to 

have been sent from a legitimate email address. Email 
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spoofing is the creation of email messages with a forged 

sender address. The core email protocols do not have any 

mechanism for authentication, making it common for spam 

and phishing emails to use such spoofing to mislead or even 

prank the recipient about the origin of the message. 

 

Spy Monitoring 

 

This crime is committed by physically damaging a 

computer or its peripherals. Physical threats cause damage to 

computer systems hardware and infrastructure. Examples 

include theft, vandalism through to natural disasters. Non-

physical threats target the software and data on the computer 

systems. Spy Monitoring Server is used to monitor and control 

the client machines in the network. It allows the administrator 

to view the systems connected to the LAN. 

 

VI. CONCLUSION 

 

The information parkway having entered our very 

homes, we are all at grow risk of being affected by 

Cybercrime. Everything about our lives is in some manner 

affected by computers. Under the circumstances its high time 

we sat up and took notice of the events shaping our destinies 

on the information highway. Cybercrime is everyone’s 

problem. And it’s time wedid something to protect ourselves. 

Information is the best form of protection. Capacity of human 

mind is unfathomable. It is not possible to remove cyber crime 

from the cyber space. It is quite possible to inspection them. 

History is the witness that no codification has triumph in 

totally eliminating crime from the globe. The only possible 

step is to make people aware of their rights and duties (to 

report crime as a collective task towards the society) and 

further making the application of the constitution more 

stringent to check crime. Undoubtedly the Act is a real step in 

the cyber world. Further I all together do not deny that there is 

a need to bring changes in the Information Technology Act to 

make it more effective to combat cyber crime. 

 

VII. FUTURE ENHANCEMENT 

 

The most immediate impact in the next few years, as 

service providers, will be that we get much better at 

automating the really important things for organizations. The 

near future of cyber security will really revolve around taking 

a data centric approach toward understanding where your data 

really is. This research uses a algorithm for constructing 

decision tree incrementally for detecting the cyber crime 

where the training data set changes dynamically. Boots 

trapping constructs several levels of the tree in only one scan 

over the training database, resulting in high performance gain 

than the existing decision tree algorithms. The accuracy of the 

proposed work is 94.67 % and it efficiently detects the false 

rate anomalies. This research focused on user level anomaly 

and misuse detection. 
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