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Abstract- Analyzing Web data has become a must-have for
businesses. Significant research has been done in studying
clickstream data to understand the navigation behavior of users
after visiting a Web site. Analyzing clickstream data is not easy
for most companies because Web logs are stored in a form that
is not suited for analysis. Before any meaningful analysis can
be done, much effort is spent in transforming server logs to the
right form so that they can be analyzed. This is one of the
reasons why companies often use third-party services (such as
Webtrends, Adobe, or Google Analytics) to analyze their Web
log data. This paper demonstrates applying programming to
prepare a data set from raw Web logs and to generate summary
reports.
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I. INTRODUCTION

Advancement in technology and growing use of the
internet has opened up different study areas for statisticians.
Every time users visit websites; clicks are saved that can be
used for extracting useful patterns [2]. Clickstream data could
be considered as a very rich source of information, because they
contain behavioral information of the web site visitor. However
it is difficult to analyze since it is available as unstructured data
[3] and many different formats depending on the web server.
Many companies have their specific ways of collecting and
analyzing data; for example, e-commerce companies can
measure the sales and demand of their products and identify
behavioral patterns of consumers. Even non-profits such as
universities are using their web data to market their courses
[4].At times’ clickstream data may be very difficult and costly
to manage for e-commerce companies who would be using data
for their businesses. Dealing with these challenges has
compelled companies to purchase web analytical tools [6].
These tools range from simple reporting applications to much
advanced analytical software applications like Google
Analytics.  Web Analytics tool is among the popular
sophisticated tools which help companies in analyzing and
visualizing their web log data.

Most of the web analytics tools directly take web logs
and give end users information in the form of charts, plots and
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reports. The end user lacks control over the raw data which if
they had in an useful format(such as data set) can be used for
various other types of analysis which are not available in the
tool. For example, one can get excellent insights by using
Google Analytics for your website. However, businesses cannot
perform advanced analytical methods like sequence analysis or
social network analysis because they do not have the data in the
right form. Nowadays companies have started integrating
customer-level behavior data from a website into their analytics
environment. In such cases it is important that companies have
control over their web log data and make it available in the right
form for other enterprise applications to use it. The discussed
in this paper provides a user with a dataset of weblogs
processed in a form that can be used easily for any type of
statistical analysis or modeling.

Il. DATACOMPONENTS

2.1 SERVER WEBLOGS

Weblog can be defined as an electronic record of internet usage
collected by web servers. Each web server has a separate
configuration and settings which sometimes distinguishes
weblog information from one server to another. The W3C
maintains a standard format for web server log files, but other
proprietary formats exist. Each record in the log usually
contains IP address, html page name, date and time, referrer and
additional information based on how it is setup. But these are
the main elements that one will find in any setting. These logs
can be stored as single file or can be separated as access logs,
error logs, distinct logs etc. Site administrators usually have
complete control over these files. We used a weblog collection
with 6,633 entries collected over a week’s time from a website.
The name of the website is masked for confidentiality reasons.
The information contained in the web log for each user includes
following items.

Visitor Identification Number: This is a unique identification
number for each user visit. In the case of this client company,
the server was configured to create two separate variables that
capture the unique identification number.

Date and time: Timestamp of the page visit.
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IP Address: Every machine has a unique address. This field
captures the IP address of the machine from where the page
request is originating.

Page URL.: URL of the current page the user is viewing.
Referral Page Information: Referral page captures the URL
of the source page from where the request has originated
Browser and device information: Browser and device column
provides information on type of browser and device used for
accessing the web pages. Earlier we have just seen these
requests coming from desktops or laptops. Now we find various
mobile devices like smart phones and tablets that are used for
accessing web pages.

Sample weblog

41521390 2011-01-01 00:25:42 2,111,94.18 Mozilla/5.0 (Macintosh; U; Intel Mac
03 ¥ 10 6 5; en-us) AppleWiebRit/333.19.4 (KHTML, like Gecko) Version/5.(.3
Safar1/533.19.4 "http://www.cokstate.edu/welcons/"

"https:/ /winv.google, com/dsclisnt=psy-
abihl=enisource=hpig=oklahonatstatetpby=1sog"

Figure 1 Sample web log

Figure 1 shows a sample web log record. A Data Step program
can used to prepare a Data set from this raw weblog. Table 1
shows the values in the Data set after identifying variables for
the elements in the web log.

Vaviables Information

Visitor Identification Number 41521390

Date and time of visit 2011-01-02 00:55:13

P Address of the system 21119418

Page URL "hitp://'www.cokstate. edu/welcome/"

https:/www.google. com/sclient=psy-
ab&hl=en&source=hp&g=oklahoma-state&pbx=180q"
Mozilla’5.0 (iPad; U; CPU QS 4_2_1like Mac OS X; en-us)
AppleWebKit/a33.17.9 (KHTML, like Gecko) Version/5.0.2
Mobile/3C148 Safari/6533.13.5

Table 2 Categorization of weblog information

Referral Page Information

Browser and device information

I1l. RELATED WORK
3.1 Implementation Tool

This tool is implemented in ASP.NET 2010. it is one of the
popular Platform used for developing web-based application.
This study focuses on this language in order to develop the
application that can manipulate the server logs. The tool for
preprocessing is shown in Fig.4. Using this tool we can upload
three different log file format like W3C,11S and NCSA log file.
After uploading all three log file format user can select any
important columns or attributes from gridview as per the user
requirements.
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Figure 5: Implementation tool

Figure 5 shows the implementation tool created in ASP.NET
2010.Using this tool user can upload their log files and this tool
displays that log file in gridview and user grab important or
useful atrributes from that gridview. And at the end we got
combined log file . After that user can remove unnecessary data
from combined file.

3.2 Used Algorithms

1) This algorithm read the data from different web log file from
web server log

Input: Log File
Qutput: Data Source(CSVTable)

I Createan instance of StreamReader s toread from a file.
1. Givethe file path in the StreamReader constructor.
3. Declare String Line variable toread the dataline by line.
4. 1fString Line found *” then replace with“ “ (Space) and datarow split with
““space).
3. Take While loop to Read and displav lines from the file until the end of
the file is reached.
6. Recordsavailable in L.
1. Addrecordsin Data Source.

8. Closethe mstance Sr of StreamReader class.
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10503 Jak  13Feh20I2145012 GEDiylbus spn W 86 byl guedin

10503 Fredy  13Feh20I2142542 GET Cacrlraspn W 689 hphvwguehin

05012 s DBFb20IL144116 igipa‘_’;fmm"'& W58 hplvwcensed
106020 Jackson  13Feb2012130543 GET D ltogot W 9T b siveforiteractive o
106022 Smitr  13FehADI14254) Chlcopperllimagellpipe. 200 4685 e phasecom
106027 Cooper  13Feb2012.11510% GETiaduission aspr W 80 Mphvwwimac

1080.13 Mashd  13Feb201215064) CETcendidotetildomecne 200 9687 bt stlengine com
108015 Ryder  13Feb2012102653 GETPMSPMS doc W 109 bphwwdsbafiechcon
108016 Syen  13Feh20I1226%) CElccbookimagesiowergf 44 1256 e fcebook com

Figure 6 : NCSA log file in Gridview

Figure 6 shows one example of NCSA log file which can be
read using algo 1 and it displays log file in gridview

2) This algorithm used to add Checkbox in the header of
Gridview For Mining Data and Integration of Multiple Data
Source.

Input: Gridview’s Data source(dtAll)

Output: New Data Source(dtFinal)

Steps:

1. Add Checkbox control to Gridview Headers Cell.

Bind Data Source to Gridview Control.

Take for loop to check checkbox in Gridview Header Cell.

Using If condition to check whether the checkbox is checked or not.
If true then take for loop to calculate the Rows for selected Columns.

Add Selected Column's and Rows in to Data Source.

=]

hal ]

Lh

Copy one Data Source data to another Data Source

Merge multiple Data Sources.

[T T I - Y

Bimngd Data Source to Gridview Control.

Output Ex 1: NCSA Customizable Log File

10503 BRI GElslusags 865 phvguedi
10503 Fedy DFONRUBL  CEDCiaxaps MW 0Y  plowguedn
/ L
DSOD D DRt CorRSREBARE e
webapp.doc

106020 Jackson 13Feb2012130503  GET/Drupal-lotro ppt 200 9357 bty siverfosinteractive com

10602 Suih [3FIM44) GElcopperilimapelppe 200 4685 i phasecom

106027 Cooper I3Fb2DIALSLY  GETlacusssonasps MW 04 bplwimoach

108013 Marsal {3Fe2012150642 CETcertldometivdometroe 200 9687 bt nstallenge com

108015 Ryder 13F20I1026%3  GETPMSPMSdoc 00 1029 b rkshafoech com

108016 Syen  13Feb20I12653 GElfacebookimaseshowersf 404 1256 b Fcebock com
Figure 7 : NCSA Customizable log file

Page | 3509

ISSN [ONLINE]: 2395-1052

Figure 7 shows customizable NCSA log file after uploading file
into the tool

Output Ex 2: Combined Customizable Log File
Date

 IP  |Port| Method Status_Code |Server Name Request

B GET  Papers'SRSExamnple-webapp.doc NA NA NA
B GET sylabus asps 00 N NA NA
B GET i Na NA NA
B GET NA NA NA
B GET N4 NA NA
B 3 NA NA NA
B GET N4 NA NA
B GET NA NA NA
B GET N4 NA NA
B GET GIT NA
B GET NA AIPHA . NA
B GET NA KIT NA
B GET NA AT NA
B GET N INIVERSAL NA
B GET NA NRMA NA
B GET N INU NA
B GET NA GIU NA
B GET NA 4 B NA

Figure 8: Combined customizable Iog file

In the above Fig 8 shows all three combined log file. In such
columns shows NA ,which describes that the columns are not
relevant or not belongs with such log file format.

3) This algorithm used to removing irrelevant or unnecessary
records

Input: Data Source(dtFinal)
Output: Final Data Source(dtFinalXml)

Steps:

1. Readrecordin data source.

]

For each record in data source.

3. Read fields URL Field/In web server Log the requested object is the URL field
4. If requested URL field Contains/end with Substring = {* gif * jpg.* .css,*7} then
5. Removerecords

6. Elseif Response codeis

7. =299 or <200 then

8. Removerecords

9. Else if Request method

10. notin {GET, POST}

11, Remave records

12 Else

13. Save records in output

14. Endif

15. Next record.
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TRI Stew §
$0 GET  /PapersSRSEsampl-webepp.doc 200 N4 M NA

0 GET  Isdabusaspn 00 N4 hiES NA
(magespictre g m NA hLES NA
el com 200 NA NA NA

XN NA M
X hLES NA
X N NA
XN NA M
NA hLES A
hES i T hES A
N 0 APHA  MA NA
N4 i KT hiES NA
N i All M A
NA i NA

0130012 108014 20219012685 NA GET ~ NA M B N NA

Figure 9 : Combined log file with like unnecessary data like
.jpg, error page etc..

Fig 9 shows removing unwanted records from combined log file

N4
9 GET  fpllabusaspe NA N N4
% G /oaloom 00 NA NA NA

academic/rsrchprym biml 00 NA NA NA

GET/Papers SRS Exemple-webapp doc

Figure 10 : Cleaned combined log file

Fig 10 shows Cleaned combined log file After removing
unnecessary records.so we have got finally cleaned data

IV. PROPOSED SCHEME OF ANALYSIS TOOL
4.1 READING FROM WEBLOG

Weblogs can be extracted as .txt files from the server. If you are
analyzing only access logs then all other types of logs like error
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logs should be filtered before you start making a data set. This
task can be easily performed by your system administrator. The
discussed in this paper only works with access logs. The first
step in the is to read and convert the .txt files to a data set. The
takes information from the log file and assigns appropriate data
types and formats. It is required you understand the structure of
the data in your web log so that you can modify the to suit your
server environment. The full code is reported in appendix.
Figure 2 displays a sample of web log entries after these were
converted into a data set. As mentioned before, in the case of
this client company, we had two variables representing the
unique identification number. This may not be the case with
other servers. Due to the differences in the way web logs are
structured, you may have to tweak the slightly in this step to
accommodate these differences.

N i

10503 Tk 13Fb20I214504) GRTislibusaspe 0965 by gedu

10503 Fedy  13Feb201214254) GET Crodarasps MW 6 Hphvvwiedii

10501 Luis 13.meb/2012:14:41:15SEE;?;?SRSE’W]"' W 5B ke
106020 Jackson  13Feb2012130503 GET Drupe- o N 97 g sedoritercive con
106020 Suth  13F0214254) CRlcopperiliasetlpip. 200 4665 bty phase.com
106027 Cooper  13Feb2012115104 GEadision e W 0 Mo

108013 Marid  13Fb20I215064] GET e dometvdoneticere 200 9687 bty st com
108015 Ryder  13Feb2012102653 GETPMSPMS doc W 109 by sakshatechcon
108016 Syen D3B3 CElfucehookimagestonerst 404 1256 bty fcebook com

You can also see from figure 2 that the identifies appropriate
formats for the variables. Web logs in this stage are still in a
form that cannot be used for data mining or web analytics. Each
record in the data set represents a single page visit per user with
the latest visit at the bottom. Each entry captures the time of
visit for a page. In order to calculate the time spent on a page
you should know the time of visit for the next visited page and
this goes on for all other pages until the visitor exits the web
site. Therefore, you can never calculate the time spent on the
last visited page in any session.

V. CREATING OUTPUT DATASET

Once the raw data are available so we have to store all
those data into database for permanently storage.Once the raw
data set is available, we can use programming to transform the
raw data set into a form that can be used for analysis. The
structure of the output data set can be formulated based on the
type of analysis an analyst wants to perform. New variables
need to be created in order to extract insights from the data. This
can include creating simple variables such as “Browser Type”
and “Date” to complex variables like “Session Duration” and
“Percent Page Duration”. The developed and reported in this
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paper creates these new variables with processed information
but also retains the raw variables from the input data set. The
new variables that are created by this are explained below:
Time Spent: This variable captures the time spent by the visitor
on each page. The time spent on the page can be calculated only
by knowing the start time of the next visited web page which is
available only in the next following observation. We used
SORT procedures to reverse the order of data along with
RETAIN statements to calculate the time spent on a page.
Session: A session is defined as a series of page requests from
the same uniquely identified client with a time of no more than
30 minutes. We track the time spent information to calculate the
session for a visit.

Session Duration: Session duration captures the total time
spent on all the pages visited in a session.

Page Name: Page Name is the actual page visited by the user.
The identifies this page as the name with .htm or .html
extension as found in the complete URL. If there is not .an html
or .htm page, the last string in the URL is taken as the page
name. Table shows two different examples for page names.

URL Page
http:/fwww.athletics.okstate. edu/page/TV/LiveMatches /010268 himl (110268 himl
htip:/fwww.0su.okstate edu/welcome welcome

Table 2 Example of URL page and page name

Exit Page: This is the last page visited by user. This value is
identified based on the session.

Percent of Pages Visit: This variable captures the number of
times a page was visited in a particular session in percentage.

VI. FILTERS - WEB ROBOTS

Multiple filters need to be applied to processed web
log datasets prior to doing any kind of analysis on the data. One
of the most important filters would be exclusion of web robots
from the dataset. Web Robots are machine-generated search
engines that provide necessary service to sites like Google and
the other search engines by providing fast access to the internet
resources[7]. Access to resources is possible by creating a
worldwide index of available information. Identification and
removal of robot becomes the vital part when activities like
reporting the web site metrics is to be done. Variety of methods
is used for removing robots; important ones of them is including
user agent string exclusion. Usage of user agent string with the
conjunction of IP addresses exclusion list could be one of the
best ways to remove web robots. Sometimes, just using IP
exclusion list may not solve the purpose as Internet Servers and
IP addresses keep on changing. Code for some of the important
exclusion list is mentioned in Appendix.

VI. REPORT GENERATION
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The other important function of the is to generate relevant
reports using the processed data. Reports help in answering
various questions related to the website and visitor behavior
like:

e Which is the most visited web page?

e Where are the visitors spending most of the page?

e Which is the most frequent exit page?

e What is the average time spent by a visitor on a

particular page?

The processed data set can be used to answer these types of
questions. The currently generates only basic reports. The can
be modified to generate different types of reports according to
the analyst’s requirements.
The reports that the generates are:

e Top Ten visited pages

e Top Ten web pages where visitors spent most of the

time
o Number of pages visited on a daily basis
e Top ten exit pages

VII. CONCLUSION

Clickstream data has a lot of valuable information
about web site visitor’s online behavior. However the server log
data are not available in the right format for analysis. Asp.net
programming can be used to prepare data in a form that can be
reported and used for various modeling analysis. The
programming in this paper can be easily used to prepare a
dataset from server access logs and generate all user require
reports. More sophisticated reports can be obtained by using
any commercial web analytics applications that charge a lot of
money (such as Adobe) or do not give researchers control over
their data (such as Google Analytics).But, the data set that is
created by this free gives more control to analysts in terms of
applying wide range of advanced analytics techniques and
defining customized variables. This can also be customized by
uses to include more reporting capabilities. We hope many
users can use this free and tweak it to create data sets from
their own web logs and the apply sophisticated analytic
techniques on those data set.
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