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Abstract- The Internet was originally conceived as an open, 
loosely linked computer network that would facilitate the free 
exchange of data. The network performance is affected due to 
congestion. The congestion is occurred due to overloading 
data over low capacity handling node. Traffic learning and 
prediction is the heart of the evaluation of the performance of 
telecommunications networks and attracts a lot of attention in 
wired broadband networks. A major problem with current 
Internet traffic monitoring and analysis concerns the large 
number of newly emerging network-based applications 
possessing more complicated communication structures and 
traffic patterns than traditional applications. The amount of 
traffic generated by these applications, such as peer-to-peer 
(P2P), streaming media, games, etc., is reported to be well 
over half of the total traffic. Our simulation is to offer a 
unified solution for traffic learning and prediction and 
significantly contribute to solve the modelling and forecasting 
issues. 
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I. INTRODUCTION 
 
 TCP is a transport layer protocol, part of the TCP/IP 
suite which defines how to establish and maintain a 
connection in a network. It is a connection-oriented, end-to-
end reliable protocol designed to fit into a layered hierarchy of 
protocols which supports a variety network applications. In 
internet transmission control protocol is used at large scale 
whose efficiency depends on congestion avoiding and reliable 
transfer ability. Congestion control mechanism based on that 
packet losses due to buffer over flows. TCP is not suitable for 
wireless links since it cannot differentiate packet losses caused 
by congestion or link failure. Reduce transfer rate on 
observing packet losses even having no congestion and causes 
to lower the TCP’s throughput over wireless link than actual 
which is not justifiable.TCP throughput prediction can provide 
the guest user with the TCP-friendly rate, which is useful for 
limiting non-TCP traffic that the guest can introduce to levels 
that are not disrupting for the network. This is an important 
application, because clearing guest traffic to be high levels is 
essential to the success of opportunistic networks. Basically 
there are two types of flows in the network traffic: 
unidirectional and bidirectional. The unidirectional flow 

shares information such as source and destination ports, IP and 
Transport Protocol. In bidirectional the analysis of flow 
between source and destination starts from the establishment 
of connection to end of the network connection. 
 

II. TCP FLOW CONTROL 
 
 TCP’s primary function is to properly match the 
transmission rate of the sender and the receiver and the 
network. It is important for the transmission to be at a high 
rate to ensure good performance, but also to protect against 
overpowering the network or receiving host. Flow control is 
defined as the amount of data a source can send before 
receiving an acknowledgement from receiver. The flow 
control protocol must not be too slow (can’t let sender send1 
byte and wait for acknowledgement). The flow control 
protocol must make sure that receiver does not get over 
whelmed with data (can’t let sender send all of its data without 
worrying about acknowledgements).TCP uses a sliding 
window protocol to accomplish flow control. 
 

 
Figure 1. 

 
III. APPLICATION LEVEL TRAFFIC 

IDENTIFICATION 
 
 We assume that all traffic directed to the same subnet 
is generated by the same application or service. This 
assumption is reasonable if the traffic is generated by a server-
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client application. We consider two steps to determine the 
original application name of individual packets. The first step 
is to decide the important port number between source port 
and destination port. Most traditional Internet-based 
applications such as WWW, FTP, and Telnet use a well-
known port that is below 1024. This shortens determining the 
important port for packets with a port number below 1024.The 
servers for a service remain assigned to IP addresses that are 
also assigned to an organization hence, the same application 
traffic is observed in a single subnet. On the other hand, most 
peer-to-peer (P2P) applications are used by desktop PC as 
both client and server. Application traffic identification 
methods and classifies them into the following sorts: Session-
based, Content-based, and Constraint based Traffic 
Identification. 
 

 
Figure 2. 

 
IV. TRANSPORT LEVEL TRAFFIC 

IDENTIFICATIOIN 
 
 The Peer-to-Peer (P2P) networks have seen a rapid 
growth, spanning diverse application like online privacy, 
online payment, file sharing, etc. The success of these 
applications has raised concerns among ISPs and network 
administration. These types of traffic worsen the congestion of 
the network and security vulnerabilities. 
 
 Transport level multicast protocol support for 
distributed applications is essential due to the fact that large 
scale deployment of network level multicast on the Internet 
has still not been realized. Most of the efforts in multicast 
studies are focused on developing new protocols and 
applications. Reliable traffic estimation of P2P requires 
examination of packet payload, a methodological landmine 
from legal, privacy, technical, logistic and fiscal perspectives. 
Indeed access to user payload is often reduced impossible by 

one of these factors, inhibiting trustworthy estimation of P2P 
traffic growth and dynamics. 
 

 
Figure 3. 

 
V. NETWORK LEVEL TRAFFIC 

IDENTIFICATION 
 
 This is the network where telecommunication 
services are active and router activities are defined. On this 
layer, data in segments are divided into packages and 
gradually transferred to the lower layer. In network, the most 
economical data transfer between two stations is controlled. 
Owing to this layer, data is directed through routers. Messages 
are addressed at network phase and also reasonable addresses 
are changed into physical addresses. At this phase, procedures 
such as network traffic and directions are completed. IP 
protocol starts on this layer. Traffic monitoring and analysis is 
essential in order to more effectively troubleshoot and resolve 
issues when they occur, so as to not bring network services to 
a stand still for extended periods of time. Numerous tools are 
available to help administrators with the monitoring and 
analysis of network traffic. Router based network monitoring 
tools available are (SNPM, RMON and Cisco Netflow). They 
provide information about two newer monitoring methods that 
use a combination of passive and active monitoring techniques 
(WREN and SCNM). 
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Figure 4. 

  
VI. CONCLUSION 

 
 A major challenge in traffic modelling and 
performance analysis for the transmission control protocol 
(TCP) shoots that the incoming traffic is not independent of 
the congestion in the network. The essential behaviour of TCP 
like flow control that the packet rate of active connections can 
be curbed in order to avoid overall packet stream exceeds 
router. By providing appropriate adjustment of the connection 
duration, the number of packets in the connections remains 
unaffected. The classifier has limitations needed to be focused 
in future work, first it cannot identify data packet losses due to 
timeout expiration, second the database for supervised 
learning process built by simulation tool that can differ in real 
physical network environment but classifier is bias free since 
database included samples of usually maximum network 
conditions. 
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