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Abstract- Backup procedures are carried out periodically to 
store data associated with the complete portion of the work.  
But it is complex to perform, in terms of time and space. 
Incremental backup is the remedial to this problem. It back up 
only the data that has changed since the last full backup. This 
can be done by tracking some file attributes. From the 
incremental backup can reduce space and time for performing 
backup process. Also restoration of incremental backup can 
be improved by keeping recent versions of file system. The 
backup data (Incrementals) are stored in cloud. Thereby, also 
enhance the way of accessing backup data. File system backup 
is the important strategy for data retention. Here provide a 
efficient, easy-to-use Backup and Recovery System for file 
system. 
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I. INTRODUCTION 
 
 Backup is the activity of copying files or databases, 
so that their additional copies may be restored in case of a data 
loss accident. There are two aspects related to backup. One is 
storage media and another is data volumes expansion. In 
information technology, a backup refers to the copying and 
archiving of computer data so it may be used to restore the 
original after a data loss event. Backups have two distinct 
purposes. The primary purpose is to recover data after its loss, 
be it by data deletion or corruption. Data loss can be a 
common experience of computer users. The second purpose of 
backups is to recover data from an earlier time, according to a 
user-defined data retention policy, typically configured within 
a backup application for how long copies of data are required. 
Backups represent a simple form of disaster recovery. 
 

One of the main backup type is full backup. Full 
backup is the starting point for all other backups and contains 
all the data in the folders and files that are selected to be 
backed up. Because the full backup stores all files and folders, 
frequent full backups result in faster and simpler restore 
operations. It would be ideal to make full backups all the time, 
because they are the most comprehensive and are self-
contained. Full backups are often restricted to a weekly or 
monthly schedule, although the increasing speed and capacity 

of backup media is making overnight full backups a more 
realistic proposition. 

 
A full backup can create backups of all the data on 

the computer, including the operating system and installed 
applications. Therefore, a complete system restore is possible. 
But it consumes a large amount of storage capacity and longer 
time to perform. So incremental backup were introduced as a 
way of decreasing the amount of time and space that it takes to 
do a backup. Incremental Backup that stores only changed 
files. Each changed files backup can be stored as incrementals. 
To restore all the files, first restore the last full backup, and all 
the following incremental backups. 
 

Incremental backup can be implemented either file 
level or block level has changed since the last backup, 
regardless of the type. Full backup needs more storage time 
and storage space. From the incremental backup, also 
minimize the storage time and storage space required for 
backup. Normally backup data are stored in secondary storage 
device. So there is chance to easily damage while it is 
transported. This work also solves this problem by storing data 
into cloud. Cloud data enables the user to access data at 
anywhere through internet. Thereby improve the accessibility 
of data. Mainly incremental backup can be implemented either 
file-level or block level. These file level can be achieved by 
tracking size of each file. But in this work, it can be done by 
extracting last modification time of each file. This backup is 
flexible for different data types on the same volume. Example, 
daily backup of office documents and monthly backup of 
photo album. 
 

II. LITERATURE SURVEY 
 
OO Software Company publishes a article about 

'different methods for data backups'. With a full backup, all 
data is backed up to a target drive or disk with each backup. 
This means that all documents and files are stored in one file, 
which makes working with the backups and managing them 
simple. Creating such a backup is quicker than a differential or 
incremental backup as well as managing them is easier as only 
one file needs to be restored. A regular full backup requires 
much more space than a differential or incremental backup. 
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An incremental backup also just backs up new or changed 
documents, but it bases these changes on the previous 
incremental backup as opposed to the initial full backup. Only 
the first ever incremental backup is based on the initial “base" 
backup. A regular incremental backup requires much less 
space than a full backup or differential backup. Restoring such 
a backup is slower than a full backup or differential backup. 
Managing them is more complex as all the les from a backup 
“chain" are required for a restoration. 
 

AOMEI backupper company publishes a article                    
'incremental VS differential backup: backup speed, storage'. 
Here differentiate the various backup techniques in terms of 
storage space and storage time. Full backup is backup which 
deals with all the les folders, partitions or disks. Differential 
backup refers to the backup of the changed or new-added data 
since the last full backup. Incremental backup Only back up 
the changed or newly added data since the last backup which 
may be a full backup or an incremental backup. According to 
the principals of the three backups, full backup is the slowest 
one while incremental backup is the fastest one. As for 
differential backup, it lies between full backup and 
incremental backup and is of moderate speed. However, this is 
not always true. For example, if the new-added or changed les 
contain more data than the original ones, incremental backup 
and differential backup are both slower than the first full 
backup. 

 
Commvault backup solution company publish an 

article 'backup for servers'. Here mainly discuss about various 
types of incremental backup. With data that changes 
frequently, want to make daily copies of backups and keep 
historical versions on file. Although “backup everything" 
might seem like a good policy, keeping too much data can 
cause just as many problems as keeping too little data. Some 
of the things want to consider are how much data needs to be 
backed up, how often it needs to be backed up, how many 
copies of data to keep, and what measures will take in order to 
protect the data while in storage. 

 
Commvault backup solution company publish an 

article about incremental backup. Full backup allows to copy 
everything specify without checking if the items have been 
backed up before. However, if want to save disk space and 
only have the latest copy of files backed up, the program 
offers several alternative options. Incremental backup copies 
only the files that have been modified or created since the last 
backup. Differential backup creates copies of files that have 
changed since the last full backup. This way can simply keep 
backup copies updated to the latest version without copying 
the files that are still the same. Block-level backup is a faster 
method to back up data because only the extents that contain 

data are backed up, rather than the entire files. Block-level 
backups provide better performance over file system backups 
and disk image-based backups if the file system has a large 
number of small files by reducing the scan times. Also, when 
compared to file system incremental backups, block-level 
incremental backups run faster and back up less data if the file 
system has very large files. Block-level backups might not be 
useful when backing up a portion of files or folders on a 
volume. 

 
III. INCREMENTAL BACKUP 

 
The main difference is that the incremental backup 

takes a copy of items changed or added since the last 
incremental backup job. For example, the full backup was 
performed, on Sunday. On Monday, the incremental job kicks 
in and takes a snapshot of all data that was changed since 
Sunday. On Tuesday, the job takes a copy of all changes since 
Monday, on Wednesday it backs up everything changes since 
Tuesday and so on. 

 
Figure 1: Incremental Backup Concept 

 

 
Figure 2: Comparison between full and incremental backup 
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In most applications, only a small percentage of data 
changes between successive backups. Incremental backup 
techniques use this fact to shorten backup times and minimize 
resource requirements. For example, an incremental backup of 
a file system copies only files that have changed since the last 
backup. If only a few files have changed, an incremental 
backup completes much faster and has less impact on online 
operations. Incremental backup does not replace full backup; it 
reduces the frequency with which full backups are required. 
An incremental backup contains data that have changed since 
the latest point in time for which a full backup is available. To 
restore a file system, one restores the newest full backup, and 
then restores all newer incremental backups in order. Data 
centers typically schedule relatively infrequent (e.g., weekly) 
full backups at times of low expected application activity (e.g., 
weekends), with more frequent (e.g., daily) incremental 
backups. This policy minimizes operational impact because 
only small amounts of data are copied during busy times. 

 
IV. PROPOSED SYSTEM 

 
An incremental backup contains only data that is new 

or has changed since the last backup, regardless of type.  
 

A. File-level incremental backup 
 
 If a file has been added or modified, it copies the 

entire file and only that file to backup.  
 

 
Figure 3: File-level incremental Backup on file systems 

 
      Figure 3 shows incremental on file systems. File 
system contain file A-F. Backup 1 is a full backup and 
therefore writes all the data, changed and unchanged, to the 
backup media. Backups 2 through n-1 are incrementals and 
only back up those files that have changed since the time of 
the last backup, regardless of the type. For example, files A, 
B, and E changed after the full backup and were therefore 

backed up in Backup 2. Backup 4 backed up files A and D 
because both files were modified sometime after Backup 3 
occurred. File F did not change; hence, it was not backed up in 
any of the incremental backups, but it was included in both 
full backups, which, by definition, back up everything. 
Functions used for file-level incremental backups are 
 

 Copy file 
 Datetime 
 Getmtime 
 Strftime 
 Copytree 

 
a. Copy file 

 
The copy module offers a number of high-level 

operations on files and collections of files. Syntax: 
Copyfile(Src, Dst) Copy the contents of the file named Src to 
a file named Dst. Dst must be the complete target file name 
that accepts a target directory path. If Src and Dst are the same 
files, Error is raised. The destination location must be 
writable. Otherwise, an IOError exception will be raised. If 
Dst already exists, it 
will be replaced. 
 
b. Date time 
 

Date, time and Datetime classes provides a number of 
function to deal with dates, times and time intervals. The 
datetime classes are categorized into main 5 classes. 
 

 date -  Manipulate just date ( Month, day, year). 
 time - Time independent of the day (Hour, minute, 

second, microsecond). 
 datetime - Combination of time and date (Month, 

day, year, hour, second, microsecond) 
 
c. Getmtime 
 

Syntax: getmtime(path)return the time of last 
modification of path. The return value is a number giving the 
number of seconds since the epoch. Raise an error if the file 
does not exist or is inaccessible. Getctime(path), return the 
system's ctime which, on some systems (like Unix) is the time 
of the last change, and,on others (like Windows), is the 
creation time for path. 
 
d. Strftime 
 

The method strftime() converts a tuple representing a 
time as returned by gmtime()or localtime() to a string as 
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specified by the format argument. Syntax:strftime(format, t), 
where t is the time in number of seconds to be formatted and 
format is the directive which would be used to format given 
time. If t is not provided, the current time as returned by 
localtime() is used. Format must be a string. 
 
e. Copytree 
 

Copy includes 3 functions for working with directory 
trees. To copy a directory from one place to another, use 
copytree(). It recurses through the source directory tree, 
copying files to the destination. The destination directory must 
not exist in advance. This function copies recursively copying 
a directory/folder of files. It recursively copy an entire 
directory tree rooted at source, returning the destination 
directory. The destination directory, named by destination, 
must not already exist, it will be created as well as missing 
parent directories. 
  
 A feature that ensures only files which were 
modified, or newly created, since the last backup are saved to 
cloud storage. The feature is important in that it is efficient, 
quick. 
 

But this approach has some problems. If there is a 
very large file, and that file gets appended or slightly modified 
in some way, then there is a lot of waste. Block level 
incremental backup approach can solve this problem 

 
B. Block-level incremental backup 

 
In order to reduce the amount of storage required for 

backup, and also to help reduce the time required for backups, 
Block-Level Incremental methodologies were developed. 
Imagine that need to backup a number of large files to tape, 
and that these files change regularly but each change only 
affects a small part of each file. An example of an application 
that might generate such files is a large database. A typical 
backup system would either backup all files or backup any 
files that had changed in any way since the last backup. If the 
time taken to do backups is important (as it often is) then this 
is an inefficient way of doing backups. The solution is to 
backup only the changes in the files rather than the whole file 
every time. Block-level incremental backups will analyze a 
file or document in order to establish which portions have 
been modified since the last backup. Then, it will only copy 
over the specific data blocks that have been modified, instead 
of copying the entire file. 
 
 
 
 

V.CONCLUSION 
 
Keeping full backup as a base backup, an incremental 

backup on files are performed. As know data may or may not 
be change. So there is no necessary to backup unchanged data. 
It arise some additional requirements. Here incremental 
backup solve this problem. From the work, seen that just copy 
only changed files without copying entire files. This is done 
by tracking some file attributes. Further investments in 
improving the proposed system can be realized by keeping 
recent version of file along with block-level incremental 
backup for addressing file-level incremental problems with 
better storage space, restoration and recovery. Also the 
accessibility can be improved by cloud storage.  
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