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Abstract- A MANET is a variety of ad hoc network that can 
exchange regions and arrange itself on the fly. In view that 
MANETS are mobile; they use Wi-Fi connections to hook up 
with various networks. It is a typical Wi-Fi connection, or an 
extra medium, similar to a cellular or satellite transmission. 
Quality of Service (QoS) is usually defined as a set of service 
necessities that need to be met by the network as transport a 
packet stream from source to destination. Existing techniques 
which are based on OSPF routing protocols work on wired 
scenario existing technique have drawn back that if there is no 
path or path break happen it cannot overcome this problem. In 
our proposed work we apply this technique in wireless 
scenario and  find the outcome and compare these result with 
enhancing technique and compare these result, Enhance 
mechanism work like in this new concept protocol based on 
distance vector concept and it uses hop by hop routing it also 
works dynamically by using transient network address, first, it 
stores routing address in the routing table and works in tree 
structure source node behave like the parent and remaining 
node treat as the child node. This new method contains all the 
path related to the source to destination and if in future there 
is any change occur node update their tables. 
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I. INTRODUCTION 
 
MANETs 
 

The decreasing cost of networking technologies has 
led to the rapid growth of distributed systems and the 
deployment of millions of both wired and wire- less network 
enabled devices. Mobile Ad Hoc Networks (MANETs) is 
currently one of the most eminent areas in mobile computing 
and networking. MANETs consist of a group of mobile 
devices (nodes) that wish to commune with each other without 
a fixed infrastructure or a pre-determined association of 
available links. MANETs can be build around any wireless 
technology. The most pretty features of MANETs take in ease 
of deployment, speed of deployment, and independence of 
infrastructure.  
 
A. Isolated ad hoc networks 
 

Very large ad hoc networks with thousands of nodes 
have been proven unpractical for communication networks 
that need to transport a large amount of information. This is 
due to their poor security, high organization cost and very low 
traffic performance. On the contrary, small sized ad hoc 
networks (usually tens or hundreds of nodes) are more 
ubiquitous and therefore have a high usage potential. Such 
networks are the ones that our work targets. 
 
B. Integrated ad hoc networks 
 

Mesh networks Integration of small sized ad hoc 
networks with Internet Protocol (IP) based broadband right to 
use networks plus the worldwide Internet can be know. by ad 
hoc gateways. 
 
C. Beyond 3rd Generation (3G) cellular ad hoc networks 
 

Cellular ad hoc networks be self-organizing multi-
hop networks with multiple access points connected with 
broadband cores. Few researchers are currently looking at 
such beyond 3G possibilities. Compared to wired 
infrastructure-based networks, MANETs possess a number of 
unique challenges. In MANETs, heterogeneous nodes always 
move in the situation, hence constantly change the network’s 
topology. Ad hoc networks are decentralized with no single 
controlling entity. Often nodes cannot commune directly with 
each other; therefore, routes linking nodes may need to 
traverse some hops in order to reach a destination. Such 
properties of ad-hoc networks thus invalidate many of the 
assumptions that protocols are based upon. Adaptations need 
to be introduced starting from the physical layer up to the 
applications.  
 
D. Routing in MANET 
  

Mobile Ad-hoc networks be self-organizing and self-
configuring multihop wireless network, where the construction 
of the network changes dynamically. This is mostly due to the 
mobility of the nodes [3]. Nodes in these networks utilize the 
same random contact wireless channel, cooperate in an 
friendly manner to engaging themselves in multihop 
forwarding. The node in the network not simply acts as hosts 
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but also as routers to route data to/from other nodes in network 
[4]. Inside mobile ad-hoc networks here is no infrastructure 
maintain as is the case with wireless networks and since a 
destination node might be out of collection of a source node 
move packets; thus there is need of a routing process. This is 
always prepared to find a path so as to forward the packets 
rightfully between the source plus destination. Inside a cell, a 
base station can get to all mobile nodes without routing via 
broadcast in familiar wireless networks. In the case of ad-hoc 
networks, every node have to be able to onward data for 
additional nodes. This creates extra problems all along with 
the problems of dynamic topology which is changeable 
connectivity changes [5]. 
 
a. Properties of Ad-Hoc Routing protocols 
 
The properties that are popular in Ad-Hoc Routing protocols 
are [6]: 
 
Distributed operation: The protocol be supposed to be 
dispersed. It should not be needy on a centralized scheming 
node. This is the case even for still networks. The dissimilarity 
is to the nodes in an ad-hoc network be able to go into or leave 
the network extremely easily and because of mobility the 
network can be partition. 
 
Loop free: To get better the overall performance, the routing 
procedure should declaration that the routes complete are loop 
free. This avoids any mishandling of bandwidth or CPU 
utilization. 
 
Demand based operation: To minimize the manage overhead 
in the network and thus not abuse the network assets the 
protocol be supposed to be reactive. This way that the protocol 
should react only after needed and should not occasionally 
broadcast to manage information. 
 
Unidirectional link support: The radio situation can cause 
the configuration of unidirectional links. Consumption of 
these links and not simply the bi-directional links improve the 
routing protocol performance. 
 
Security: The radio situation is especially defenseless to 
impersonation attacks so to make sure the wanted actions of 
the routing protocol we need some kind of security measures. 
Authentication and encryption is the way to go and trouble 
here lies within distribute the keys amongst the nodes in the 
ad-hoc network. 
 
Power conservation: The nodes inside the ad-hoc network be 
able to be laptops plus thin clients such as PDAs that are 
limited in battery power and so uses a number of standby 

mode to save the power. It is therefore extremely significant 
that the routing protocol have support meant for these sleep 
modes. Reactions to topological changes and jamming 
multiple routes can be used. If one route becomes invalid. 
 
Multiple routes: To reduce the numeral of, it is probable that 
another store route might still be valid and therefore saving the 
routing protocol from initiate another route discovery 
procedure. 
 
Quality of Service Support: Several sort of Quality of 
service is essential to include keen on the routing protocol. 
This help toward discover what these networks resolve be 
used for. It could be for case real time traffic support. 
 
E. Problems in routing with Mobile Ad hoc Networks 
 
Asymmetric links: Mainly of the wired networks rely on the 
symmetric links which are at all times fixed. But this is not a 
case with ad-hoc networks as the nodes be mobile and 
constantly altering their position within network. 
 
Routing Overhead: Inside wireless ad hoc networks, nodes 
repeatedly change their location within network. So, some 
state routes are make in the routing table which leads to 
needless routing overhead. 
 
Interference: This be the major difficulty with mobile ad-hoc 
networks as relations come and go depending on the 
transmission distinctiveness, one transmission strength 
interferes with another one and node might over hear 
transmissions of other nodes and can distort the total 
transmission. 
 
Dynamic Topology: Since the topology is not steady; so the 
mobile node strength move or medium individuality might 
change. In ad-hoc networks, routing tables must somehow 
reproduce these changes in topology and routing algorithms 
have to be modified. For example in a set network routing 
table update takes place used for each 30sec. This updating 
frequency may be very low for ad-hoc networks. 
 

II. QUALITY OF SERVICE 
 

when stated in last part, many routing protocols such 
as DSDV, DSR and AODV contain paid little awareness to 
QoS support in the early on development of MANETs. But, 
QoS provision is becoming more significant nowadays due to 
the rising reputation of real-time applications. 
 
A. Rising necessity for QoS provision 
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In the past decades mobile traffic, which from side to 
side depiction refers to data generate via handsets, laptops and 
mobile broadband gateways, has been rising rapidly annually. 
According near a survey by Cisco, mobile statistics in 2010 
was triple the volume of the whole global Internet traffic 
inside 2000. The expansion rate in the previous year be 159%, 
which is 10% higher than anticipated in 2009. This rapid 
growth in mobile in order is forecast to continue for the next 
five years by means of an average annual increase of 92% [7]. 
There are several reasons why mobile traffic has full-grown so 
quickly. Firstly, mobile video, which require high bit rates, is 
considered to guide to the increase of mobile traffic. It is 
report that mobile video reached as high as 49.8% of total 
mobile traffic within 2010 and resolve account for two thirds 
of mobile traffic by 2015 [7]. also, Internet gaming, which 
consume, on standard, 63 PB per month within 2009, also 
results into a growth in mobile traffic with it is likely to 
achieve an annual growth of 37% in the coming five years. 
final but not the least, Voice over IP (VoIP) which include 
phone-based VoIP services straight from or transported by a 
third party to a service provider, and software-based internet 
VoIP such as Skype,  lead to the expansion of mobile traffic. 
Many of those applications describe above be real-time 
applications which order assured guarantees for performance 
metrics for suitable operation. Those metrics specify the 
Quality of Service. 
 
B. QoS routing in MANETs 
 

The fast growth of video into mobile traffic has 
resulted in a shift of research welfare from best effort service 
to the condition of higher and better quality of service in 
MANETs. QoS routing algorithm plan is demanding because 
it has to deal with adverse conditions such as time-dependent 
wireless relations, dynamic topology and energy constraint. 
Considerable labors have been devoted to this which leads to 
the appearance of a number of QoS routing techniques. 
Usually speaking, two schemes, new protocol plan and QoS-
aware addition, are adopt to implement QoS routing. New 
protocol plan refers to developing an algorithm with a new 
method as QoS-aware extension way combining QoS 
guarantee scheme with some well-studied protocols (e.g., 
DSDV, DSR and AODV). 
 

III. OPEN SHORTEST PATH FIRST (OSPF) 
 

OSPF is a one of the most popular Interior Gateway 
Protocols (IGP), this means that it routes packets between 
routers belonging to the same Autonomous Systems (AS). 
These packets are routed using a method based on Dijkstra’s 
algorithm- the Shortest Path First (SPF) for calculating the 
shortest path to any destination known by the router that is 

management OSPF.  It is classify as a link state routing 
protocol, therefore the router running OSPF maintain a 
database telling the state of the AS’s topology, this database is 
referred to as the link-state database. All routers running 
OSPF in the network contain similar databases, and the 
databases are shared and exchanged across the network by a 
system of flooding using Link State Advertisements (LSA).  
OSPF uses different packet types to acquire and maintain 
neighbor relationships and also to maintain the link state 
database and all packets types contain a similar 20 byte 
header. 
 

Table 1.1 OSPF Packet Types 

 
 

The hello protocol uses hello packets to discover and 
maintain neighbor relationships with bi-directional neighbors. 
Hello packets are sent out periodically from all the routers 
interfaces, the default time interval is 10 seconds. 
 
a) Neighbor States and Synchronization of Databases.  
 

When an adjacency is formed between OSPF 
neighbors, the routers go through dissimilar neighbor states to 
reach full adjacency with each other; these states are defined 
in RFC 2328 [8]. 

Table 1.2 OSPF Neighbor States 
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Every OSPF network has a Designated Router (DR) 
that is elected by the hello protocol. A router’s hello packet 
contain its router priority which is configurable on a per 
boundary basis, hence when a router’s interface become 
functional, it checks if there is an existing DR for the network. 
If there is, it accepts it as its DR. If not, it elects itself as DR if 
it has the highest router priority in the network; there is a 
baseline for determining DR election that is defined in RFC 
2328 [8]. 
 

The main function of a DR is to generate a network-
LSA on behalf of the network that lists all routers connected to 
the network and to become adjacent to all other routers on the 
network since link state databases are coordinated across 
adjacencies. There is also a Backup Designated Router (BDR) 
that is elected by the hello protocol, it maintain adjacencies 
with all routers on the network and becomes the DR if the DR 
fails. 
 

Usually, network routing be concerned with 
machines and routers connected together by wires. Today 
network-enabled mobile strategies are ubiquitous, so packets 
aren’t only forwarded along fixed paths. In fact, the line 
between the wired and mobile network is blur. Users now 
expect their mobile devices to seamlessly co survive with their 
wired oppose parts. We define a mobile ad hoc network 
(MANET) as a wireless network without a central base 
station. Due to a lack of central base station, nodes in a 
MANET have to form peering relationships to together. Make 
routing decisions. Many routing protocols for MANETs 
contain been developed such as Optimized Link State Routing, 
Dynamic Source Routing, along with Ad-hoc On-demand 
Distance Vector Routing [9]. However, these mobile-only 
protocols attempt to divide a network wherever clear divisions 
no longer exist. 
 

Designing a new protocol that chains both a wired 
network and a MANET is a costly option. (Assuming a new 
protocol is still widely adopted.) Another alternative is to 
support two separate protocols, one for wired and the other for 
MANETs, within a single router. However, this complicate 
inter operability between the two networks. So, the most 
practical alternative is to expand an existing wired routing 
standard near support MANETs. The Open Shortest Path First 
(OSPF) routing algorithm be a wired protocol to represents a 
good aspirant to extend to support MANETs. OSPF is widely 
deploy plus include many resourceful features. The protocol's 
condition are in the public domain; hence the "open" in OSPF. 
It is used by upper-tier Internet service providers to determine 
routes within their networks. It chains multicast  routing, 
multiple same-cost path, and the skill to organize a network as 
a hierarchy [10]. 

Although the inventive features of OSPF make it an 
appealing candidate to expand to the MANET routing domain, 
OSPF was designed for wired networks anywhere the 
topology live predicable with the medium is moderately 
reliable. These assumptions do not hold in a dynamic plus 
unpredictable MANET. Nodes in a MANET randomly form 
peering relationships as they come keen on communication 
range. besides, packet loss frequently occur on a wireless 
medium payable to path loss, interferences, noise, shadowing, 
as well as multipath. Therefore, OSPF needs to be modified 
toward meet the routing requirements of a MANET, which 
take in minimize data replace and control overhead [9]. 
 

Open Shortest Path First (OSPF) use a link-state 
routing protocol toward find the least-cost path as of a source 
router to a destination router inside a group of routers have by 
an organization. As shown in Figure 1, a group of routers 
using the same routing protocol is together referred to as an 
Autonomous system (AS). Ahead joining the AS, a router uses 
the Hello protocol near discover neighboring routers. Then it 
forms adjacencies with its new neighbors to exchange routing 
in series. 
 

IV. SIMULATION TOOLS 
 

We used Network Simulator Version 2 (NS-2) 
urbanized by the Virtual Internetwork Test bed (VINT) 
scheme at the University of California at Berkley for our 
simulation. NS-2 is an open-source separate event simulator 
targeted at networking examine. NS-2 provides substantial 
support for simulation of Transmission Control Protocol 
(TCP), routing, and multicast protocols in excess of wired and 
wireless (local and satellite) networks [21]. 
 

Cisco Packet Tracer is a great network simulation 
program that allows students on top of the way to experiment 
with network behavior. Inside this OSPF figure shows 
connectivity between routers in wired network shows. But in 
MANET using wireless network no node is movable. 
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Figure 1: In this image OSPF network is create using Cisco packet tracer for better way to see how packet travel. 

 
Mobile ad-hoc network is one of most important or 

attractive area of research when we talk about the quality of 
service in this network. MANET has no fixed infrastructure or 
central access point due to movability it’s topology change 
frequently so that packet delivery ratio throughput, energy, 
and routing overhead is concerning parameters. Existing 
techniques which are based on OSPF routing protocols work 
on wired scenario existing technique have drawn back that if 
there is no path or path break happen it cannot overcome this 
problem. 
 

In our proposed work we apply this technique in 
wireless scenario and  find the outcome and compare these 
result with enhancing technique and compare these result 
Enhance mechanism work like in this new concept protocol 
based on distance vector concept and it uses hop by hop 
routing it also works dynamically by using transient network 
address, first, it stores routing address in the routing table and 
works in tree structure source node behave like the parent and 
remaining node treat as the child node. This new method 
contains all the path related to the source to destination and if 
in future there is any change occur node update their tables 
 
Algorithm: 
 
Step1: Initialize network  
Step2: Search Algorithm  
search source (parent key, id)  
delete (Object key not id)  
search  (child key)  

Step3: after construction of tree 
Step4: all nodes maintain table 
Step5: search shortest path 
Step6: if (node moveable) 
Update the table 
Step7: exit. 
 

IV. RESULTS 
 

Inside this paper we take four scenarios intended for 
calculation QoS and we found two best results. 
 
Network Animator Output 
 

Figure 2: Data sending and forwarding between nodes. 
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Result in graphical form: 
 
Energy of nodes: Measure of the ability of a system to 
change. Initial energy (Transmitting) and Energy loss 
(Receiving) remaining Residual. 
 

 
Graph 1:  Energy of node 

 
Packet delivery ratio: Defined as the ratio of packets 
delivered from source to destination. The graph 2 represents a 
PDR graph linking base approach and proposed approach. The 
packet delivery ratio of the proposed approach is fine than the 
existing approach. 
 

 
Graph 2: packet delivery ratio 

 
Routing overhead: The routing overhead is defined as data of 
data with flooding of data in the network transmitted through 
application, which utilizes a bit of accessible transfer rate of 
communication protocols. The graph 3 represents a routing 
overhead graph linking base approach and proposed approach. 
The overhead of proposed approach is extra than the base 
approach. While the overhead should be minimum but because 
the routing increases in the proposed work the overhead too 
increases. 

 
Graph 3: Routing overhead 

 
Throughput: Per second transfer of data on bandwidth is 
known as throughput. The graph 4 represents a throughput 
graph between base approach and proposed approach. The 
throughput of the proposed approach is good than the existing 
approach. 
 

 
Graph 4: Throughput 

 
V. CONCLUSION 

 
Mobile Ad Hoc networks (MANETs) are probable to 

become an essential part of the computing environment in the 
next to future. Wireless devices be constantly rising in 
computing speed, memory, communiqué capability and 
features, while shrinking in weight and size. The quality of 
service (QoS) refers to numerous related aspects of telephony 
and computer networks to allow the transport of traffic 
through special requirements. Existing techniques which are 
based on OSPF routing protocols work on wired scenario 
existing technique have drawn back that if there is no path or 
path break happen it cannot overcome this problem. In our 
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proposed work we apply this technique in wireless scenario 
and  discover the outcome and compare these result with 
enhancing technique and compare these result, Enhance 
mechanism work like in this new concept protocol based on 
distance vector concept and it uses hop by hop routing it also 
works dynamically by using transient network address, first, it 
stores routing address in the routing table and works in tree 
structure source node behave like the parent and remaining 
node treat as the child node. This new method contains all the 
path related to the source to destination and if in future there is 
any change occur node update their tables. 
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