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Abstract- Video watermarking is the art of hiding information 
means a secret communication by embedding secret 
information within other information. The recent technologies 
used the digital media application, multimedia security on 
unauthorized access of data to protect the information secretly 
now a days give the importance of digital video/image 
watermarking etc. Digital video watermarking technologies is 
used for copyright protection of digital multimedia 
application. Nowadays the each field there is the use of digital 
information. The internet and the multimedia can use the 
digital information. To handle the digital information is very 
easy. To provide the protection of illegal copying of the data 
the digital video watermarking is powerful.  
 

The proposed system presents a digital video 
watermarking based on discrete wavelet transform (DWT). 
Signal to noise ratio (SNR) and MSE computed to measure 
image quality for each transform. 
 
Keywords- Digital video, color images, discrete wavelet transform, 
principle component analysis etc. 
 

I. INTRODUCTION 
 

Video watermarking introduces some issues not 
present in image watermarking. Due to large amounts of data 
and inherent redundancy between frames, video signals are 
highly susceptible to pirate attacks, including frame averaging, 
frame dropping, frame swapping, statistical analysis, etc. 
 

The need of establish the video watermarking is to 
provide the unauthorized access to the multimedia images, 
videos etc. The copyright protection inserts the authentication 
data such as personal information/data and watermark logo in 
the digital media without effect the original quality [1]. The 
watermark is the technique that embeds the data called 
watermarked into a multimedia object and it can be extract by 
without affecting the original data. 
 

The object is audio/video/images etc. to achieve the 
copyright protection the watermarking technique must be 
robust and imperceptible against all type of unauthorized 
access[4].the video watermarking technique can be classified 
into two categories : 

1) Hiding the watermark image into digital video 
2) Frequency domain watermarking 

 
In watermarking the embedding and the detection 

both are performed directly the manipulated pixel intensity of 
the video frames.[6]. The commonly used video watermarked 
technique, DFT, DCT, and the DWT. video watermarking 
technique based on DWT.T he DWT is transform technique is 
more powerful  than the other watermarking technique. The 
spatial frequency localization is the important properties of the 
DWT technique by using this property we can easily locate the 
area of the video frame where the secret data/logo is 
embedded. 
 

II. SYSTEM OVERVIEW 
 

 
 

Fig 1.video watermarking model 
 

The basic block diagram of video watermarking is 
shown in fig.1.the cover video frame acts as a carrier for the 
watermarked image. The secret data is is embedded into the 
cover image by means of watermarking algorithm. The result 
obtained is embedded image is transferred from transmitter 
end to receiver end over communication channel at the 
receiver end the original image is extracted using decoding 
algorithm. 
 

III. WATERMARKING SCHEME 
 
I. DWT (Discrete wavelet transform): 



IJSART – Volume 2 Issue 3–MARCH2016                                                                                           ISSN [ONLINE]: 2395-1052 

Page | 378                                                                                                                                                                     www.ijsart.com 
 

The DWT is similar to the DFT are used as based 
function for representing signal. the wavelet is defined as the 
small wave. It has oscillating wave like properties and also has 
ability to allow simultaneous time and frequency analysis. we 
applied here is HAAR-DWT, simplest DWT. in HAAR- DWT 
low frequency component are generated by averaging the two 
pixel value and high frequency component are generated by 
taking half of a difference of the same two pixel [6].for 2D 
images applying DWT separate the images into a lower 
resolution approximation image or band (LL), as well 
horizontal (HL), vertical (LH) and diagonal (HH) [7]. 
 

 
Fig 2.DWT sub-bands 

 
IV. ALGORITHM 

 
A) Algorithm for encoding 

 
1. Read the video and separate the frames. 
2. Read the cover video frame. 
3. Read the secret image. 
4. Compressed the secret image using LSB technique. 
5. Apply the 2D DWT which compute the approximation 

coefficient matrix CA and coefficient matrix CH, CV and 
CD obtained by wavelet decomposition of the input 
matrix. 

6. Add cover image and secret image from step 4. 
7. Apply IDWT at step 5. 
8. Get embedded image. 
 

 
 
B) Algorithm for decoding 

 
1. Read the embedded image. 
2. Apply 2D IDWT which compute inverse DWT of two 

dimensional M x N matrix embedded image. 
3. Decompress the image at step 2. 
4. Subtract the image 3.from embedded image. 
5. Decompress the image at step 4.from embedded image. 

6. Get original image back. 

 
 

Parameter calculation: 
 
1. Mean squared error: 
 

The MSE of an estimator is one of many ways to 
quantify the difference between values implied by an 
estimator and true values of the quantity being estimated [3]. 
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Here  
N=size of image. 
 
2. Peak Signal To Noise Ratio: 
 

PSNR is the engineering term for the ratio between 
maximum possible power of a signal and power of corrupting 
noise that affects the fidelity of its representation. 
 

PSNR 
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V. RESULTS 

 

 
Fig 3.Graphical user interface 
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Fig 4.histogram 

 
The table shows the results of different attacks and 

the parameter.  
 

Table 1.Result Analysis 

 
VI. CONCLUSION 

 
The proposed system presents new different 

technique for hiding image in a video by using video 
watermark technique. In that from figure we make a axis using 
graphical user interface (GUI) code it’s having three push 
buttons namely 1)load video, 2)make frame, 3)load 
watermarked image. After that  we get axis then load the 
video(eston.avi) GUI and make its frames and display the 
single frame for transmission are shown in .after getting frame 
loading the watermarked image as shown in above fig. 
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